|  |  |  |  |
| --- | --- | --- | --- |
| **Week** | **Lecture (1 hour)** | **Tutorial (1 hour)** | **Remark** |
| 1 | Chapter 1 Information Security Risk Management Framework | Chapter 1 |  |
| 2 | Chapter 2 Risk Assessment | Chapter 2 |  |
| 3 | Chapter 2 Risk Assessment | Chapter 2 (SDL) |  |
| 4 | Chapter 3 Risk Treatment | Chapter 3 |  |
| 5 | Chapter 3 Risk Treatment | Chapter 3 |  |
| 6 | Chapter 4 Risk Monitoring and Review | Chapter 4 | Written Assignment (20%) |
| 7 | Chapter 4 Risk Monitoring and Review | Chapter 4 |  |
| 8 | Chapter 5 Information Security Incident Management Framework | Chapter 5 | Written Test 1 (30%) – Chapter 1 to 4 |
| 9 | Chapter 6 Information Security Incident Handling Preparation | Chapter 6 |  |
| 10 & 11 | Term Break |  | Term Break |
| 12 | Chapter 7 Incident Detection and Analysis | Chapter 7 |  |
| 13 | Chapter 8 Incident Containment, Eradication & Recovery and Post-Incident Activity | Chapter 8 |  |
| 14 | Chapter 8 Incident Containment, Eradication & Recovery and Post-Incident Activity | Chapter 8 |  |
| 15 | Chapter 9 Business Continuity Management Framework | Chapter 9 | Written Test 2 (30%) – Chapter 5 to 8 |
| 16 | Chapter 10 Case Study (E-learning) | Chapter 10 (E-learning) |  |
| 17 | Chapter 10 Case Study (E-learning) | Chapter 10 (E-learning) |  |
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